PITHAPUR RAJAH’'S GOVERNMENT COLLEGE (A), KAKINADA

Department of Computer Science

Invited Lecturer by Mr. P. Ramjee, Mr. V. Rajesh, Mr. M. Hari, and Mr. K. Nagendra
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PITHAPUR RAJAH’S GOVERNMENT COLLEGE (A), KAKINADA

Department of Computer Science

Invited Lecturer by Mr. P. Ramjee, Mr. V. Rajesh, Mr. M. Hari, and Mr. K. Nagendra from

Innovation Technologies

Circular
06-01-2024

This is to inform all students of the Department of Computer Science that our department
has organized a guest lecture on the rapidly evolving fields of Ethical Hacking and Cyber
Security. This insightful session is scheduled for Monday, 8th January 2024, at 10:30 AM and
will take place in Computer Lab-f.

We are honored to welcome esteemed experts from Innovation Technologies: Mr. P.
Ramjee, Mr. V. Rajesh, Mr. M. Hari, and Mr. K. Nagendra, who will be sharing their valuable
insights and knowledge in the field of Ethical Hacking and Cyber Security.

All students are encouraged to attend and take full advantage of this opportunity to enhance
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their understanding of these crucial topics in the digital age.

Department of computer science.

Lecturer In-Charge
Dept. of Computer Science
P.R. Govt. College (A)
KAKINADA-E230011
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Guest Lecture on Ethical Hacking by Innovation Technologies

ACTIVITY . Guest Lecturer on “Ethical Hacking”
Resource Persons  :  Lecture delivered by P.Ramjee, V.Rajesh, M.Hari & K.Nagendra
CONDUCTED BY : Department of Computer Science
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On January 8, 2024, Department of Computer Science, P R Government Degree College had
the privilege of hosting a guest lecture on Ethical Hacking, conducted by Innovation
Technologies. This event was a part of our on-going efforts to provide students with exposure
to cutting-edge topics and practical knowledge that complement their academic learning.



Overview of the Lecture

The lecture was delivered by seasoned professionals from Innovation Technologies, a reputed

firm known for its expertise in cyber security and ethical hacking. The session aimed to

demystify the concepts of ethical hacking and emphasize its importance in the modern digital

landscape.

Key Topics Covered

1.

Introduction to Ethical Hacking: The lecture began with an overview of ethical
hacking, explaining how it differs from malicious hacking. Ethical hacking involves
authorized testing of computer systems, networks, and applications to identify and fix
security vulnerabilities.

Importance of Cyber security: The speakers highlighted the growing importance of
cyber security in protecting sensitive data from cyber threats. With the increasing
number of cyber-attacks, the demand for ethical hackers has surged, making it a vital
skill in today's job market.

Types of Hackers: The lecture categorized hackers into three types: white hat (ethical
hackers), black hat (malicious hackers), and grey hat (a mix of both). Ethical hackers
use their skills for defensive purposes, helping organizations strengthen their security
measures.

Phases of Ethical Hacking: The session detailed the various phases of ethical
hacking, including reconnaissance, scanning, gaining access, maintaining access, and
covering tracks. Each phase was explained with practical examples, providing
students with a clear understanding of the process.

Common Tools and Techniques: The speakers introduced some of the common
tools and techniques used in ethical hacking. These included network scanners,
vulnerability assessment tools, and penetration testing frameworks. Tools like Nmap,
Metasploit, and Wireshark were discussed in detail.

Real-World Case Studies: To illustrate the practical application of ethical hacking,
the lecture included real-world case studies where ethical hackers successfully
identified and mitigated security threats. These examples underscored the critical role

ethical hackers play in safeguarding digital assets.

Interactive Session

The lecture was highly interactive, with students actively participating in discussions and

Q&A sessions. The speakers encouraged students to ask questions and provided insightful

answers, enhancing their understanding of the subject matter. Topics such as career



opportunities in ethical hacking, certifications required, and the ethical and legal implications
of hacking were also addressed.

Hands-On Demonstrations

One of the highlights of the lecture was the hands-on demonstrations conducted by the
experts. They showcased live hacking scenarios, demonstrating how ethical hackers identify
and exploit vulnerabilities in a controlled environment. This practical exposure was
invaluable for students, as it gave them a firsthand look at the tools and techniques used in the
field.

Impact on Students

The guest lecture had a significant impact on the students, sparking their interest in cyber
security and ethical hacking. Many students expressed their enthusiasm for pursuing further
studies and certifications in this area. The lecture also highlighted the potential career paths in
cyber security, inspiring students to consider ethical hacking as a viable and rewarding
profession.

Conclusion

The guest lecture on ethical hacking by Innovation Technologies was a resounding success,
providing students with a comprehensive understanding of ethical hacking and its importance
in the digital age. P R Government Degree College remains committed to organizing such
insightful events, bridging the gap between academic learning and industry practices. This
lecture not only enriched the students' knowledge but also equipped them with the skills

necessary to navigate the complexities of cyber security in their future careers.



_ Toewe Nome S HOKLM/\j
 Dote i &lollzo2y
] Nowe gl porten & lepaitines, e porsen.
o \ Qa(_/uk X W
L M. Hoot X N eSS
’P~’Zm)eo Y ) Pourvee.
14 I\J‘Qqum ¥ A X K '/\)agen.l?zn"
S Lﬁfr\Mc@—%c\@ HLL}:o. v
S.ND Ro (NS Aamo A.-_-ﬁ/% qL &m& qmna%mm
| 622}20.:599_ V. Rﬂm:j& Vil ﬁgﬁanl \e inﬂ.?’;_ﬁ.‘@?ﬂl"&v
2 22103232 P Q‘mnoa. Rﬁ_a_ng&,_ E_QJ_BB mng.rn b
) 1 9292923903 7 AFJIAQ__AL%Q Yae.
) 9997331 W Drga . m')@%L
5 |2223%0 | D ﬂ’aohﬁvenclﬁm D) %
6 |22227 02 | T2 praveen /Km’('o.—dm
7 ?92'20703 M. é‘fuvo« Smnp,qtv
>  |z123927% V-Selva Rt ‘
o |p2 22110 ___U‘r(aomﬁg«‘ (bay (B
(c'\ 2222428 . Nﬂu{—\
T =% L) .._,,ﬂ_w{ﬁ’w pae]
12 |a0393 le. yealuda Swwa
__L&__-_,aawlﬂw__uq;mbhu % f@#@s
| zzzerez | K ‘ 7 2 Gean e
l— | 220323 p. pusga, Prosad
¢ |222032 4 P. Jesnlbab
1% 192202, | Pdnaud CwrX
T8 2210335 | BSurys Vemd
19 |29205aK | K- Kﬂa‘g '
~a | enaacaa v+ Rahu!

& Scanned with OKEN Scanner



eal NQ
2\ 1220 23R S\(}i
" 92202\

ek ‘ -—--'t)
92 2220352 —
" '

" | A
2
g6 2220 515
-_Zf_r'_;.,_ﬂ_,_zg.?_-.awﬁgh@ Nafes

A
o3
30 2290320 .

g 282033 F

58, 3%
2p. .B9R2905 K Syamala \ageswans

3. 2mmes  ppofihe

9. 299314 Sk Hurund

NS W& Q%l
TN

N \\ qo&,
2290 638 oSV aanante.
92206l KeVeStue Pried

‘,B.A.'.AV:'/V‘/:/?'

AR
_PBeemesh.

Noewe & o Nadod

mde ahmed Alska I
2930820 AL bt N _Nagw,\clj_\c\-, WHBSRS  1ad R 5 S,

K- Dugap osed
Keeomnad> .

S.QQ«Q&?QOU’Sp“w_:“_._,_-._- _%aeda. et Yal Gh-ﬂ- % N

i/
¢
{

]
; 3
s

2
=~
@i
o)

/ :

RS S R

|

B
e

R R E—

36 9393904
3 293906 T Ho S tha

RN\t GredeVts Anughal

35 939305 K-Bhanecth(

29 999, e ?Qa?aﬂ' -
;_\_mw-w_w“u/_uzet@~ __-\.GL\/-IH\P

e 2202390

EAN «&__(Q‘E_LS_‘QY\ i

+l~w~moaoL

—— GSyamprosod
T ——— ~~?-~,4/2<JEJ ku/ma

»w-_«_M_\Zau(,{:q-}Lgd,:

45 w8329
A 20291

Ma 2354 Sob

B

qf’-—w——ﬁlzs 913
Y6 e

e ————

_ l‘c;l_m_ﬂmlj_,zhf&oh

48 9594303

3ozl

' L{q QN0 351 C‘g ziz;vcxmm
—2 230120 2.

LT 6“‘““‘»“ s -9ﬂa@iﬁ

Vs %SG,

e St

2291309 Aoy

; “@Supmpm'&dm
S, ?.géiéaf At

AL M@a\,\

T Chgumckeiauu ‘

(3 Scanned with OKEN Scanner



ES

55 PHaslar

lg s} a2 L2 R

P Hav\ik QQLW

) LUN\3Y Y. Mohes

_B5) asayioek L 2 gﬂi:fiiiww
_£e) 2221120 Bkl mﬂy

o) 222069 ‘? \; k\ﬁ&mﬁ

% RRARXOS LY Ry o

9@{ Vo &3 Q S

‘,,Qo,.,__g.&g‘\ 296 W, Anfa

A 223103 V- Man'k gake

o) e ey

@) ne2a2lb o Acbil

b2 22 |3 L s (oD

‘6@ 99 1326 LG g?ﬁg\ Gronests

.6.6).“22.‘)/\ 229 TdiJa. ¢

6 2220509 ™. Jon eh

&) =221 T.ou9a Smbrach

68 83alm S ) )cwowvl

Jacl 292y33.3% = uécw K9y |
H- 993]320 ,Aloavan Kumaz V- Povankungy
oo 9990319 P sl kisan Psalkiyan
3. 9900%% T+ Hosish T Hoggsh -
i_;ﬁH- 9&311:7&\ N Venkatesh /\L %/blfwﬁ}
T8 . Q22 2y K uQmW linan

2 022434K "'H-g{m%(\j

37,092 MLS s o Meth esh

3% - L LLl%ly > R Bay

9 92220523 N*éunr@o? Kisunay

Bo. 2990522 14._.sssWa*?aJee£L
B 222hay P Haga }Ewm
£ . 239051k 00 RePTRa

£ 2.9)0%% z@-v‘@ﬁd,

@)f 9 9220803 S\ Mﬂ? M '
i @5 Ll)_g;ggg_wwwn a5 ﬂuﬁ\m\) it

G Scanned with OKEN Scanner



ot

Imr;r gt fgf dTﬂJAJ?\Q wwhgqui\

;
. Opll Mo
_‘:,-‘l,\l(? - L Y H, " M,c:._s.. Lak.Jze\m e .ﬁwc__
6. 222033

Dagoeyani —
S . Anusho

2 2 00054
8€ 92203801
Qq . 9930219
40 .. 2220313
q. .. A2QU30
92 222000

]

3. IR
ay, 2210

a5 . 2221129 o
B ST 22.?_(10\ Y- €1 1
4. 222 UOX — _,,,_(PWD._Z_P%W
a8 »221109 K.Luga, Bhowoss ,%M
s Y 2 2T A-3. L -SsaN oot~ ‘6’
100 N3 QOTBA) TrHﬁ? __AQ/AI’)mI J-, WT
fo] 2220312 v L T 5! Faris fa
102 2990503 ‘M P faﬂ@@m&g@m _m,p,ﬁﬁamzfﬂ%
03 2990313 6@@ Voha oyl W
qur L 22200 P Mo\ma&\m
[oS dW0323 STV) WL YIRS
186 . 82203\ Ko b Bali S
oY Q230504 N 7 TOJ’"M-X“
e 2220513 S s dlivam: _
e N dethyilka
3o 2390305 - \ 'T%Neng :
(11 29 2130 ‘ ( .
ue,,,ﬁiﬁﬁ-ﬁ%‘___w_mw P
,‘,,»__t_lb,_,v._.»..as&auhl
_Ne K e
\!5 . 2,2'_.%\_‘..03”“____ ______ AP,

M2 9.0l 5~

AT gge g it

G Scanned with OKEN Scanner



e

———

""""" 222110 ik 7( U'J(’“" - — W 477,728

QA
@/aaam > PR — ‘».ﬁf,W-.M-Mounf L’a - o YW Ml

)@L// 920020 Aj~;;5n".~5<b@lm dpdhing A

2%
Jg 4/222_%18 AAle&ygg A

N- va Kumos? M. SivaYumars
| 222030 )
/b’/ @SOI 3, Jas o Durgon 5 T054p. Dy

m Y111 I Ao\l P, ~ \ISFnd
9% a9l . AQER e Azt

Loy 22232324 \C R atossd bumax
M@A' | P \eerra balsu
| 42305 34

2] ﬁ,\uwbgﬁw
129 P\Ao)m‘%a\m T 322 2%50)

(3 Scanned with OKEN Scanner



